
Privacy Statement 
Groundwork London is commi/ed to protec3ng your privacy. This statement explains how we 
use personal data and the rights you have over your personal data. We review this statement 
on an annual basis or when there are changes on how we process personal data. It was last 
updated in May 2019. 

About us 

Groundwork London works across London to create greener, stronger and healthier 
communi3es, responsible business and greater prospects for local people. Groundwork 
London is a company limited by guarantee and a charity registered in England.  Company 
Registra3on No. 04212532.  Charity Registra3on No. 1121105.   Our registered address is 
18-21 Morley Street, London SE1 7QZ.  

We act as the ‘Data Controller’ for personal data we collect on our own behalf and are 
registered with the Informa3on Commissioner’s Office, our registra3on number is Z9988876. 
We also act as the ‘Data Processor’ to deliver services to our Clients.  

If you have any ques3ons about this statement or our privacy prac3ces send an email to our 
Data Protec3on Officer at GWLondon.GDPR@groundwork.org.uk or write to us at our 
registered address or call 020 7922 1230. 

If you would like general informa3on about Data Protec3on, the law and good prac3ce please 
see the Informa3on Commissioner’s website. The Informa3on Commissioner is the Data 
Protec3on statutory governing body for England and Wales. Their website is here 

How do we collect personal data 

We obtain personal data in electronic or paper form from you when you: 

• use our websites  

• par3cipate in one of our projects or use the services that we provide (be one of our 
Clients)  

• a/end an event we organise 

• work for us as a member of staff or volunteer  

• provide us with services  

• are a customer  

• are a Trustee  

What personal data do we collect 

As both a Data Processor and Data Controller, Groundwork London collects, holds and 
processes a considerable amount of informa3on, including personal informa3on and special 
category data about people it provides services to, and other people.  

The type of data we collect will vary depending on the reasons we need to obtain and process 
your data.  Details of the basis on which we will collect your data, what types of data we need 
to collect and how we will process it will be made clear at the point of collec3on as all 
individual services and projects delivered by Groundwork that includes the collec3on of 
personal or special category data will have their own detailed privacy statement. 
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How is personal data used 

When you par3cipate in one of our projects or use the services we provide, we use the 
personal data you provide so we can help you. We will ask for your consent if we need to 
share details with other partners or agencies that may be able to provide services; these 
agencies may include, but are not limited to, housing, social services, substance misuse, 
benefits & employment agencies. 

When you apply for a job or to volunteer with us, any informa3on you provide, e.g. 
applica3on form or CV, will only be used for the purpose of progressing your applica3on. We 
use the contact details you provide to give updates on your applica3on. We will use the other 
informa3on you provide to assess your suitability for the role you have applied for during 
shortlis3ng and, if applicable, interviews. 

During the offer process we ask for equal opportuni3es informa3on (so we can produce and 
monitor equal opportuni3es sta3s3cs) and details of referees that we will then contact. New 
starters are asked to provide bank details (so we can pay you), emergency contact details (so 
we know who to contact if you have an emergency at work). We are required to confirm the 
iden3ty of our staff and contractors their right to work in the UK by asking you to provide 
proof of iden3ty.  

We may ask you to complete a ques3onnaire about your health to establish your fitness to 
work; we share personal data to perform health checks with suppliers of these services. We 
may need to perform a Disclosure and Barring Service (DBS) check if the role involves 
working with vulnerable groups of people; we share personal data to perform DBS checks 
with suppliers of these services.  

We need to share some details with our payroll and pension providers, and our bank, to the 
extent that we can pay you and into your pension. We use a secure online HR system to hold 
HR data. 

Further Processing 

If we wish to use your personal data for a new purpose, not in line with the purpose you 
originally gave it to us for, then we will provide you with a new no3ce explaining this new use 
prior to commencing the processing and sekng out the relevant purposes and processing 
condi3ons. Where necessary, we will seek your prior consent to the new processing. 

Security of personal data 

We have physical, technical and administra3ve controls in place to protect personal data from 
unauthorised access, use and disclosure. We evaluate these safeguards on an ongoing basis to 
minimise risks from new security threats as they become known. 

Sharing personal data 

We will share personal data is there if a legal obliga3on or duty to do this, e.g. for fraud 
protec3on or to enforce or apply our contractual terms. We process personal data in these 
circumstances on the basis on Legi3mate Interest for preven3ng crime or suspected criminal 
ac3vity, or enforcing our terms. 

We will not use the personal informa3on you give us for marke3ng purposes without first 
gaining your consent.  



No personal informa3on you have given us will be passed on to third par3es for commercial 
purposes. 

Your rights over your personal data 

Individuals have the following rights over their personal data: 

• to receive a copy, and informa3on about its use 

• to have it corrected 

• to have it erased when we have no lawful basis to con3nue processing it 

• to restrict its use 

• data portability - to receive a copy of informa3on you have provided to us in 
electronic format (where processing is done under Consent or Performance of a 
Contract) 

• to object to its use (where processing is done under Legi3mate Interest) 

• to object to automated decision-making and profiling 

Please use the contact details at the top of this statement if you want to exercise any of your 
rights. We consider each request in accordance with all applicable data protec3on laws and 
regula3ons and may ask you to provide proof of your iden3ty before taking any ac3ons.  

You can also register a complaint with the Informa3on Commissioner’s Office h/ps://
ico.org.uk/concerns/ 


