
Privacy Statement 

Groundwork South is committed to protecting your privacy. This statement explains how we 

use personal data and the rights you have over your personal data. We review this statement 

on an annual basis or when there are changes on how we process personal data. It was last 

updated in May 2022. 

 

About us 
Groundwork South is committed to transforming people’s lives and places through social, 
economic and environmental action.  In terms of development and delivery of these projects 
we work across three business themes, Communities & Landscape Design Services, Youth, 
Employment & Skills and Environmental Services.  
 
Groundwork South is the trading name of Groundwork South Trust Ltd, a company limited by 
guarantee and registered in England. Company Registration No. 1982077. Charity 
Registration No. 293705.  Registered Office: Colne Valley Park Centre, Denham Court Drive, 
Denham, Uxbridge, Middlesex UB9 5PG. 
 
We act as the ‘Data Controller’ for personal data we collect on our own behalf and are 
registered with the Information Commissioner’s Office, our registration number is Z7041012. 

We also act as the ‘Data Processor’ to deliver services to our Clients. 

If you have any questions about this statement or our privacy practices send an email to our 

Data Protection Lead at HRSouth@groundwork.org.uk  or write to us at our registered 

address or call 01895 832662. 

If you would like general information about Data Protection, the law and good practice please 

see the Information Commissioner’s website. The Information Commissioner is the Data 

Protection statutory governing body for England and Wales. Their website is ico.org.uk. 

 

How do we collect personal data 

We obtain personal data in electronic or paper form from you when you: 

• use our websites 

• participate in one of our projects or use the services that we provide (be one of our 

Clients) 

• attend an event we organise 

• work for us as a member of staff or volunteer 

• provide us with services 

• are a customer 

• are a Trustee 

 

What personal data do we collect 

As both a Data Processor and Data Controller, Groundwork South collects, holds and 

processes a considerable amount of information, including personal information and special 

category data about people it provides services to, and other people. 
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The type of data we collect will vary depending on the reasons we need to obtain and process 

your data. Details of the basis on which we will collect your data, what types of data we need 

to collect and how we will process it will be made clear at the point of collection as all 

individual services and projects delivered by Groundwork that includes the collection of 

personal or special category data will have their own detailed privacy statement. 

 

How is personal data used 

When you participate in one of our projects or use the services we provide, we use the 

personal data you provide so we can help you. We will ask for your consent if we need to share 

details with other partners or agencies that may be able to provide services; these agencies 

may include, but are not limited to, housing, social services, substance misuse, benefits & 

employment agencies. 

When you apply for a job or to volunteer with us, any information you provide, e.g. 

application form or CV, will only be used for the purpose of progressing your application. We 

use the contact details you provide to give updates on your application. We will use the other 

information you provide to assess your suitability for the role you have applied for during 

shortlisting and, if applicable, interviews. 

During the application process we ask for equal opportunities information (so we can produce 

and monitor equal opportunities statistics) and details of referees that we will then contact. 

New starters are asked to provide bank details (so we can pay you), emergency contact details 

(so we know who to contact if you have an emergency at work). We are required to confirm the 

identity of our staff and their right to work in the UK by asking you to provide proof of 

identity. 

We may ask you to complete a questionnaire about your health to establish your fitness to 

work; we share personal data to perform health checks with suppliers of these services. We 

may need to perform a Disclosure and Barring Service (DBS) check if the role involves 

working with vulnerable groups of people; we share personal data to perform DBS checks 

with suppliers of these services. 

We need to share some details with our payroll and pension providers, and our bank, to the 

extent that we can pay you and into your pension. We use a secure online HR system to hold 

HR data. 

In order to reduce paperwork and streamline our processes, contracts of employment, 

contract variations and occasionally other documents may be sent for electronic signature via 

Adobe Sign. Upon receiving and signing the contract, an audit report is generated which will 

include the date, time and recipient’s IP address.  Groundwork South has a legitimate interest 

to collect and store copies of these audit reports which will be kept securely on the 

employee’s file.  If employees object to providing electronic signatures, hard copies for wet 

signatures may be requested. 

 
Further Processing 

If we wish to use your personal data for a new purpose, not in line with the purpose you 

originally gave it to us for, then we will provide you with a new notice explaining this new use 

prior to commencing the processing and seeking out the relevant purposes and processing 

conditions. Where necessary, we will seek your prior consent to the new processing. 

 

Security of personal data 

We have physical, technical and administrative controls in place to protect personal data from 



unauthorised access, use and disclosure. We evaluate these safeguards on an ongoing basis to 

minimise risks from new security threats as they become known. 

 

Sharing personal data 

We will share personal data is there if a legal obligation or duty to do this, e.g. for fraud 

protection or to enforce or apply our contractual terms. We process personal data in these 

circumstances on the basis on Legitimate Interest for preventing crime or suspected criminal 

activity, or enforcing our terms. 

We will not use the personal information you give us for marketing purposes without first 

gaining your consent.  

No personal information you have given us will be passed on to third parties for commercial 

purposes. 

 

Your rights over your personal data 

Individuals have the following rights over their personal data: 

• to receive a copy, and information about its use 

• to have it corrected 

• to have it erased when we have no lawful basis to continue processing it 

• to restrict its use 

• data portability - to receive a copy of information you have provided to us in 

electronic format (where processing is done under Consent or Performance of a 

Contract) 

• to object to its use (where processing is done under Legitimate Interest) 

• to object to automated decision-making and profiling 

Please use the contact details at the top of this statement if you want to exercise any of your 

rights. We consider each request in accordance with all applicable data protection laws and 

regulations and may ask you to provide proof of your identity before taking any actions. 

You can also register a complaint with the Information Commissioner’s Office hpps:// 

ico.org.uk/concerns/ 


